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Abstract—Sidechains offer partial solutions to Ethereum’s
scalability challenges; however, they introduce trade-offs related
to security and implementation complexity. These limitations
have been further addressed by Layer-2 solutions known as
rollups, which combine off-chain computation with on-chain
verification, preserving both security and decentralization on the
Ethereum platform. This paper proposes a Stochastic Petri Net
model to evaluate the feasibility of ZK-Rollups by analyzing
their impact on throughput and latency. The results indicate
that increased adoption of Layer-2 transactions can enhance
system throughput by up to 20%. Conversely, latency may rise
by more than 100% when larger batches are used, revealing a
fundamental performance trade-off.

Index Terms—Ethereum, Zero Knowledge Proof, Rollups,
Blockchain, Performance, and Stochastic Models.

I. INTRODUCTION

Blockchain technology ensures data integrity and security,
by minimizing the risk of single points of failure in a dis-
tributed system. The introduction of smart contracts has broad-
ened the scope of blockchain applications, enabling automated
and trustless execution of agreements and transactions. This
evolution has spurred further development and diversification
of blockchain technology [1], leading to explorations of var-
ious consensus mechanisms [2] and interoperability solutions
[3] to address scalability and performance challenges. These
advancements have driven the exploration of blockchain’s
potential in diverse domains such as supply chain management
[4], healthcare [5], and digital identity [6].

Despite continuous innovations, public blockchains face
performance limitations related to the scalability trilemma.
This trilemma highlights the challenge of simultaneously
achieving high levels of security, decentralization, and scal-
ability [7]. Usually, most public blockchains exhibit low
transaction throughput and high mean response times (MRT),
and during periods of high demand, this leads to network
congestion and increased fees, hindering broader adoption,
especially in computationally intensive domains.

The Ethereum platform addressed scalability limitations by
implementing a Proof-of-Stake (PoS) consensus mechanism
and sidechains, which operate parallel to the main blockchain
(Layer-1), and offer higher transaction throughput. However,
many sidechain implementations [8] raise security concerns

due to the use of alternative consensus protocols, which may
compromise blockchain’s security.

In contrast, rollups emerged as an alternative to enhance
Ethereum’s scalability by processing transactions off-chain
and recording only essential data or state changes on Layer-1
[9]. This approach significantly improves transaction through-
put while leveraging the security of the underlying Layer-
1 blockchain [10]. However, evaluating the performance of
Layer-2 solutions presents unique challenges. While empirical
methods are commonly used for blockchain performance eval-
uation, they often struggle to capture the dynamic complexities
inherent in rollups. Traditional methods may not adequately
address the interplay between on-chain and off-chain process-
ing, the impact of different rollup designs, and the diverse
range of potential applications. Existing studies have explored
rollup performance using various methods [7], including test
networks [11], benchmarking tools [12], [13], and simula-
tions [9]. However, these approaches, while valuable, can be
resource-intensive.

This paper leverages a Stochastic Petri Net (SPN) to capture
the probabilistic nature of transaction processing and network
dynamics. This approach allows for a more realistic repre-
sentation of real-world blockchain systems compared to de-
terministic models [14]. Furthermore, our model incorporates
empirical data derived from existing studies on rollups, such
as the ZKsync dataset [15] and analyses of rollup benchmarks
[12]. In summary, the contributions of this paper are as
follows:

• We provide a formal analysis of how Layer-2 rollups
mitigate the scalability trilemma.

• We introduce a novel application of Stochastic Petri Nets
to model transaction dynamics and interactions between
Layer-1 and Layer-2 components.

• We present an empirical performance evaluation showing
that throughput can increase by up to 20%. However, we
also observe that increasing the batch size can lead to
over 100% growth in latency.

This paper is structured as follows. Section II reviews
related work on blockchain performance modeling and eval-
uation. Section III provides an overview of Ethereum’s trans-
action flow considering an approach of Layer-2. Section IV



introduces the proposed model and its applications. Section V
presents case studies and evaluation results. Finally, Section VI
provides final considerations, limitations, and future work.

II. RELATED WORK

This section positions our work within the context of
existing literature, highlighting the distinctions between our
approach and those used in other relevant studies.

Researchers have explored blockchain performance using
various methods. Schaffer et al. [16] evaluated performance
optimizations in private Ethereum infrastructures. While those
results provide an overview of manageable blockchain micro-
infrastructures, our work focuses on the public Ethereum net-
work and the specific scalability challenges related to rollups.
Unlike private blockchains, public networks require a broader
assessment and consider factors such as decentralization and
transaction-associated costs.

Spain et al. [17] investigated the impact of throughput and
latency on Ethereum network transactions, particularly during
high-demand periods such as Initial Coin Offerings. Although
their work highlights the importance of costs in Ethereum,
our research differs by focusing on the performance and cost
implications of using ZK-Rollups as a scalability solution. By
incorporating the probability of a transaction being processed
on Layer-1 or Layer-2, our model provides a more comprehen-
sive understanding of how ZK-Rollups can maintain a cost-
benefit balance, considering latency and throughput in relation
to infrastructure costs. Also, it is important to mention that
the scenery covered by Spain et al. can also be analyzed by
a stochastic framework, as proposed by this paper, once the
number of requests is a parameter controlled by the arrival
rate.

In previous work, Melo et al. [18] established a foundation
for the performance evaluation of the Hyperledger Fabric
platform, demonstrating the feasibility of using stochastic
models to assess blockchains and pointing out the block
formation and block size impact on the throughput and latency
of permissioned environments. The present study expands this
foundation by focusing on public blockchains, particularly
Ethereum, incorporating the critical aspect of costs associated
with Layer-2 scalability solutions, specifically rollups.

Ernstberger et al. [13] evaluated the performance of rollups
through the zk-Bench tool, which helps evaluate the perfor-
mance of different rollup architectures. However, our work
focuses on developing a generalizable stochastic model to
assess the performance of rollups, whereas zk-Bench aims at
micro-benchmarking rollups. Our approach seeks to capture
the performance dynamics of ZK-Rollups within the broader
context of blockchain networks, considering transaction flow,
costs, resource utilization, and network conditions.

Chaliasos et al. [12] analyzed the benchmarking and costs
of ZK-Rollups, providing valuable data about throughput
and transaction fees on specific implementations and specific
Google Cloud infrastructures. Our paper takes a different
approach by constructing stochastic models that enable a

generalized performance evaluation for different types of ZK-
Rollups. It considers the influence of costs on the choice
between Layer-1 and Layer-2 on the Ethereum network, of-
fering a broader and more flexible perspective on optimizing
ZK-Rollup performance. The performance and infrastructure
data extracted from Chaliasos et al. will be used to feed and
evaluate the model proposed in our study.

Finally, Silva et al. [15] compiled a public dataset for the
ZKsync Era rollup, providing real-world data about transaction
throughput and latency that enables a better understanding
of the performance characteristics of ZK-Rollups. While our
work also focuses on evaluating Ethereum’s performance with
ZK-Rollups, we adopt a different approach by employing
stochastic models that can be fed with data from Silva et al..
This allows us to explore a range of scenarios through a set
of adjustable parameters based on system requirements.

III. THEORETICAL DESIGNS

This section presents the foundational concepts required
to understand Ethereum’s transaction flow, and the interplay
between Layer-1 and Layer-2 solutions. Ethereum enables
smart contracts execution and the development of decen-
tralized applications (dApps). Figure 1 provides Ethereum’s
transaction flow highlighting the pathways through Layer-1
and Layer-2.

Usually, a transaction is initiated by a client that may
transfer assets between accounts, or a smart contract may
be triggered based on some premises. These transactions are
placed in the mempool, a temporary storage area, and soon
they are propagated to processing on Layer-1 or Layer-2.

Layer-2 solutions improve scalability by aggregating and
verifying transactions off-chain. For transactions processed on
Layer-1, validators verify and group transactions into blocks,
which are subsequently appended to the Ethereum blockchain,
ensuring their permanence and immutability. The following
describes the key components depicted in Figure 1:

• Batch: In Layer-2 solutions, multiple transactions are
bundled off-chain into a batch. This process significantly
reduces gas fees and bottlenecks on Layer-1 [9].

• Block: A collection of validated transactions. In Layer-2
systems, once a batch is validated, its result is submitted
to Layer-1 as a single transaction and included in a block.

• Batch Processing Time: The average time required to
append a batch to a block [8].

• Block Generation Time: The average time required for
the network to generate a new block [8].

• Processing Times: The time required to process and
validate transactions on both Layers [8].

• Block Confirmation Time: The time required for a
block to be added to the blockchain and achieve finality,
ensuring immutability.

This study focuses on performance metrics associated to a
specific type of rollup named ZK-Rollups that employs Zero-
Knowledge Proofs (ZKPs) for immediate validation. In ZK-
Rollups, each batch is accompanied by a cryptographic proof
that confirms its validity. This proof is generated off-chain



Batch

L2 Processing Time

Transaction L1 Processing Time

Batch 
Processing Time

Layer Two

Layer One

Block Block 
Confirmation Time

Block 
Generation Time

Fig. 1: Ethereum’s Transaction Flow

and submitted to Layer-1 for verification. Since the proof
guarantees batch validity, there is no need for a challenge
period. This enhances security and transaction confirmation
times.

IV. PROPOSED MODEL

The proposed model, depicted in Figure 2, is a Stochastic
Petri Net (SPN) designed to formally represent the Ethereum
platform. It focuses on the interactions between Layer-1 and
Layer-2 operations by capturing the transaction flow on both
layers. Table I details the server semantics and transition
properties that define the model’s behavior. The model rep-
resentation and numerical analysis were performed using the
Mercury tool [19].

TABLE I: Server Semantics in the Proposed Model

Transition Type Semantics Distribution Prob.
TE0 Timed Single Server Poisson -
TE1 Timed Infinite Server Exponential -
TE2 Timed Single Server Exponential -
TE3 Timed Infinite Server Exponential -
TE4 Timed Infinite Server Exponential -
TE5 Timed Single Server Exponential -
TE6 Timed Single Server Exponential -
TI0 Immediate Infinite Server - 90%
TI1 Immediate Infinite Server - 10%
TI2 Immediate Infinite Server - -

The proposed model can be interpreted sequentially, start-
ing from the top-left corner and progressing to the right.
Transactions enter the system through transition TE0, which
represents transactions inter-arrival time.

A transaction reaches the intermediate state P0, from which
it can be routed to either Layer-1 (blue dashed lines) or
Layer-2 (red dashed lines). A key feature of our model is
the probabilistic routing mechanism composed of the weighted
immediate transitions TI0 and TI1, which redirect transactions
to Layer-1 and Layer-2, respectively. The weights associated
with TI0 and TI1 define the probabilities for a transaction to
be processed on each layer.

A. Layer-1 Path

Upon reaching state P6, a transaction undergoes a transac-
tion validation process (transition TE4). The time associated
with this transition reflects the average transaction processing
time on Layer-1. After validation, the transaction moves to
state P7, where it waits to be included in a block via transition
TI2.

The Layer-1 block size is represented in the model as a
queue composed of places P8 and P9. Transactions arriving at
the block through transition TI2 remain in this queue until the
block reaches its designated size. When place P8 accumulates
a number of tokens equal to the “Block Size", place P9 is
emptied, indicating that the block is complete.

At this point, all transactions in the block are consolidated
into a single token and directed through the exponential transi-
tion TE5. The time of this transition corresponds to the block
generation time. As a new block is generated, the previous
block is moved to place P10, where it awaits persistence on
the blockchain. This step is represented by the exponential
transition TE6, whose time reflects the time required for block
finality.

B. Layer-2 Path

When transactions are routed to Layer-2, a limited amount
of resources is assumed. This limitation is represented in the
model by a queue composed of places P1 and P2, symbolizing
the server capacity related to the number of vCPUs available.
This configuration differs from Layer-1, where the size of the
mempool or validation resources is abstracted as infinite.

Upon arrival at Layer-2, transactions undergo a quick
evaluation before being directed to a queue representing a
batch. This batch formation mechanism is analogous to block
formation in Layer-1, with the transition to the batch queue
triggered by transition TE1.

The batch size depends on the Layer-2 solution employed.
Larger batches accommodate more transactions and require
more time to reach their full capacity. Consequently, trans-
actions in larger batches experience longer finalization times.
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Fig. 2: Stochastic Petri Net for the Ethereum Platform

Conversely, smaller batches are submitted to Layer-1 more
frequently, resulting in higher gas costs for users.

Once full, the batch is represented as a single token and
transferred to place P5 via transition TE2. The time of this
transition reflects the time required to consolidate all trans-
actions in the batch. Subsequently, the batch is submitted to
Layer-1 as a single transaction, accompanied by the necessary
proof for validation. This step is represented by transition
TE3, whose time corresponds to proof verification or batch
processing. After reaching Layer-1, the batch undergoes the
same steps as transactions sent directly to Layer-1.

V. CASE STUDIES

This section presents three case studies demonstrating the
feasibility of the proposed model. The first case study provides
a general evaluation of the system, considering both layers and
analyzing the impact on throughput (transactions per second)
and latency (seconds). The second case study shows the effect
of Layer-2 components on general throughput and latency and
the Layer-2 throughput through a 2k factorial design. The third
case study investigates how processing time and batch size
influence the throughput of the submodel representing Layer-
2.

Table II presents the input data for evaluating the proposed
model using the Mercury tool. The Layer-1 values reflect real-
world Ethereum data extracted from etherscan.io, while the
Layer-2 data were adjusted to represent ZK-Rollup charac-
teristics and obtained from [12] and [15]. Additionally, most
of these configurations are inherent to the Ethereum platform
itself, such as block size and transaction arrival. Consequently,
the minimum and maximum values for these components are
defined by their base values.

A. Case Study I - Key Metrics and Layer-1

The first case study evaluates system latency and through-
put, focusing on the relationship between both layers until
transactions persist. Latency establishes a relationship between
the average number of pending transactions in a system and
the inter-arrival time of transactions. Figure 3a illustrates how
system latency increases as the probability of transactions
being processed by Layer-2 grows.

TABLE II: Input Parameters for the Proposed Model

Factor Baseline Variation {min,max}
Arrival (TE0) ≈13.7tps {-}
L2 Probability 90% {0%, 100%}
L1 Probability 10% {0%, 100%}
Layer One Process. Time (TE4) ≈12.98s {-}
Layer Two Process. Time (TE1) 100ms {50ms, 200ms}
Block Generation Time (TE5) 13s {-}
Block Confirm. Time (TE6) 60s {-}
Batch Process. Time (TE2) 1075s {600s, 1800s}
Batch Generation Time (TE3) 1s {0.5s, 1.5s}
Batch Size 5000 {1000, 10000}
Server Capacity 32 {16, 64}
Block Size 167 {-}

Throughput, defined as the number of transactions success-
fully processed per unit of time [14], is calculated separately
for Layer-1 and Layer-2 in the proposed model. Figure 3b
shows the increase in overall system throughput as the proba-
bility of transactions using Layer-2 grows. Higher throughput
is desirable, while higher latency is undesirable. This relation-
ship is critical from the user’s perspective, as users expect
their transactions to persist on the blockchain as quickly as
possible. The parameters defined for our Layer-2 evaluation
demonstrate a positive impact on system throughput. Through-
put increases by approximately 20% in the evaluated scenario,
reaching around 110 tps when 90% of transactions use Layer-
2, compared to 85 tps when 90% of transactions use Layer-1.

B. Case Study II - Design of Experiments

This case study employs a 2k factorial design to evaluate the
systematic impact of key parameters on system performance.
We focus on Layer-2 parameters, such as batch size, server
capacity, and processing time, to understand their effects on
system throughput and latency.

Figure 4a shows the impact of each Layer-2 component
on the overall system throughput. The probability of a trans-
action using Layer-1 significantly impacts the overall system
throughput, with variations of up to 16tps. Server capacity also
influences this metric, albeit to a lesser extent, with an impact
of just over 2tps. The remaining parameters show effects of
less than 1tps over this metric.

Figure 4b highlights the substantial impact of batch size on
latency, increasing it by more than 120 seconds. Additionally,
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the probability of using Layer-1 also exerts a considerable
influence on this metric. Finally, Figure 5 demonstrates that
batch processing time has a significant negative effect on
Layer-2 throughput, reducing it by more than 6tps.
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Fig. 5: High impact of batch processing time on Layer-2

C. Case Study III - Exploring Layer-2

The throughput of the Layer-2 subsystem increases as
the probability of transactions following this layer grows, as
illustrated in Figure 6a. However, this growth of approximately
20% is modest compared to the negative impact caused by
another factor directly related to batches: processing time.
The larger the batch, the longer the processing time and,
consequently, the lower the system throughput.

In the baseline scenario, with a batch processing time of
1075 seconds, the throughput was 4.9tps. However, it dropped
to less than 3tps in scenarios with a batch processing time
of 1800 seconds. Conversely, a batch processing time of 600
seconds nearly doubles Layer-2 throughput. In other words,
smaller batches result in higher throughput, as evidenced in
Figure 6b. However, this improvement in throughput comes at
a higher cost for the user.

VI. CONCLUSION

This paper addressed scalability in blockchains, focusing
on ZK-Rollups as a Layer-2 solution to overcome perfor-
mance limitations in public blockchains like Ethereum. While
Ethereum’s transition to Proof-of-Stake and the emergence
of sidechains have mitigated some performance bottlenecks,
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these approaches often involve trade-offs related to security
or introduce implementation complexities. In contrast, ZK-
Rollups offer a distinct advantage by leveraging off-chain
computation and on-chain verification in compliance with
Ethereum’s requirements, increasing transaction throughput
without compromising security. This directly demonstrate how
rollups address the scalability trilemma by enhancing effi-
ciency while preserving decentralization and security guaran-
tees.

Additionally, this paper introduced a generalizable perfor-
mance model based on Stochastic Petri Nets, enabling the sim-
ulation of network conditions and workloads through param-
eterized variables. This framework provides a comprehensive
understanding of ZK-Rollup behavior and how it improves
Ethereum performance in terms of throughput and latency.
By identifying key performance factorssuch as batch sizes,
processing times the results clarify how rollup design choices
interact with Layer-1 and influence efficiency. For future work,
we propose experimental validation of the model, focusing on
ZK-Rollups and generalizing it to other Layer-2 technologies,
such as Optimistic Rollups.
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